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Agenda
Presentation of a proposed Golden Rule addition

Panel Discussion:  Data Access & Real-World Examples
Michael Bradshaw, K&M Collision

Rick Palmer, ComputerLogic, Inc.

Golden Rule Adoption Vote

Committee Next Steps 
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The Data Protection & Sharing “Golden Rules”

Golden Rules available on CIC Website: Data Protection and Sharing 

“Golden Rules”
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Proposed Addition to the “Golden Rules”

Application providers should allow end-users unfettered access to 
their own business data. Application providers should not limit 
access to data made available to the end-user, attempt to control or 
restrict data flow provided or generated by the end-user to the end-
user’s partners of choice. 
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Special Presentation:  Panel Discussion

“Data Access & Real-World Business Cases”

Panelists:
Michael Bradshaw, K&M Collision

Rick Palmer, ComputerLogic, Inc.
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Proposed Addition to the “Golden Rules”

Application providers should allow end-users unfettered access to 
their own business data. Application providers should not limit 
access to data made available to the end-user, attempt to control or 
restrict data flow provided or generated by the end-user to the end-
users’ partners of choice. 
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NEXT STEPS
Please continue to contact committee members for any feedback or 
suggestions for industry topics related to data access, privacy and 
security.

If you’re interested in joining the committee, please contact:

Darrell Amberson:  damberson@lamettrys.com

Dan Risley:  DRisley@cccis.com

Trent Tinsley:  ttinsley@entegral.com
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